**From:** mastercardsIT@gmail.com

**To:** employee@email.com

**Subject:** AnnualPhishing Simulation Campaign

—

**Body:**

Phishing attacks performed by hackers attempt to obtain sensitive information such as usernames, passwords, photos, documents, bank or credit card details, often for malicious reasons, by disguising as a trustworthy entity in an electronic communication such as an email.

Hence its the responsibility of Mastercard Security Awareness team to train our staff on identifying such emails. Participation is mandatory and serves as a determinant for promotion

Your email account has been used to create a login portal for the simulation program.

Click here to login to your simulation portal as link below will be invalid in the next hour to enforce security.

<https://en.wikipedia.org/wiki/Phishing>

Regards,

Mastercard IT